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Dear Ms. Dortch:

Please find attached the Annual Customer Proprietary Network Information ("CPNI")
Compliance Certification for Xpance Broadband, LTD. Please feel free to call me if you
have any questions regarding this filing.

Sincerely,

Leon L. Nowalsky

LLN/cdp

Attachment



STATEMENT OF POLICY IN TREATMENT OF
CUSTOIVlER PROl'RlETARY NETWORK INFORMATION

L It is Xpance 13roadband~ LTD, C-XpalH:c") polic.!, nOt 10 use C I f()!: any actiV!l)- other
than permitted by law. Any diselosure of CPNl to other parties (such as affiliatcs.
vendors. and agents) occurs only if it is necessary to eonduct a legitimate business
activity related to the services already provided by the company to the customer. If the
Company is not required by law to disclose the CPNI or if the intended use does not fall
within one of the carve outs, the Company will first obtain the customer's conSent prior
to using CI'NI.

2. Xpanee f(}1l0WS industry~standard practices to prevent unauthorized access to CPNI by a
person other that the subscriber or Xpance. Ilowever. Xpance cannot guarantee that
these practices will prevent every unauthorizcd attcmpt to access, use, or disclose
pcrsonally identifiable information. Therefore:

A. If an unauthorized disclosure were to occur, Xpancc shall provide notification of
the hreaeh within seven (7) days to the United States Secret Service ("USSS") and
the Federal Bureau of Investigation (~'FBr~).

B. Xpancc shall wait an additional seven (7) days limn its government notice prior to
notifYing tlw afJ'<:ctcd customers of the breach.

C. Notwithstanding thc provisions in subparagraph 15 above, Xpance shall not wait
the additional seven (7) days to notify its customers ifXpanee determines there is
an in1n1ediate risk of irreparahle harm to the Gustomers.

D. Xpancc shall maintain records of diswvcrcd breaches f{)1' a period or at least two
(2) years.

3. All employees will be trained as to when they are, and are not. authorized to usc CPNI
upon employment with the Company and annually thereafter.

A. Speeilleaily, Xpance shail prohibit its personnel f1'om rekasing CPNl based upon
a customer~initiated teiephone call exccpt under the I()llowing three (})
clrcun1SWnC(;'·s:

I. When the customer has pre-established a password.

.) \Vhen the inibrmation requested by the customer IS to be sent to the
customer's address of record. or

}, When Xpance calls the customer's telephonc numbcr of record and
discusscs the information with the party initially identiJ1ed by customer
when service "vas initiated.



B, Xpancc i11ay use CPNl for the following purposes:

\
e To initiate, render, maintain, repair, bill and collect for services;
" To protcet its propcrty rights: or to protect its subscribers or other carriers

from jJ-audulent, abusive, or the unlawful use of. or subscription to, such
SCi"Vlces:

o To provide inbound telemarketing, referral or administrative services to
tbe customer during a customer initiated call and with the customer's
infc)rl11Cd C(}!1s"".nt,

II> Tn !narkeL addj~ional services to customers that arc \vithin lhe same
categories of s\~rvice to \\ihich the cus10D1er (,llready subsc.ribes:

.. To markct services formerly known as adjunet-to-basie services; and

" To market additional services to customers with the reeeipt of inf0I1l1ed
consent via the use of opt-in or opt-out, as applicable.

4. Prior to aHo'vving access to ('ustomcrs' indi\,'idually idcntif1ahlc CPNI to Xpancc's jOilit
venturers or independent contractors, Xpance wi II require, in order to safeguanJ thai
information, their entry into both confidcntiality agreements that ensurc compliance witb
this Statemcnt and shall obtain opt-in consent from a customer prior to disclosing the
inli)nnation. In addition, Xpanee requires all outside Dealers and Agents to acknowledge
and certily that they may only use CPNllbr the pUlvose for which that inlbrmatiol1 has
been providcd.

5, Xpance requjr~s (~xpress \\TIHt:n authorization h'om the CUSlomer prior 1.0 dispcllsing
CPNI to new carricrs, exc(Tt as otherwise E'lJuired by law.

6. Xpance does nm market, share or otherwisc sell CPN I inJ(mnation to any third party.

7. Xpanec maintains a record of its own and its affiliates' salcs and marketing campaigns
that use Xpancc's customers CPNL The record will include a description of cach
campaign. the specific CPNl that was t1sed in the campaIgn. it11d what prodt1cts and
services \verc· offered as part or 1he c<H1l:paign,

A. Prior eommencemcnt of a sales or marketing campitign that utilizes CPNL
Xpancc establishes the status of a customer's CPNl approvaL The following sets forth
the proeedure followed by Xpanee.

c Prior to any solicitation Ii)!' customer approv<il, Xpanee will notify
ellston-leIS of their right to n:strict the usc of disclosure of and access to
their CPNL

o Xpancc will use opt-in approval Ihr <iny instance in which Xpance must
obtain customcr approval prior to using, disclosing, or pcrmitting access to
CPNL

o A customer's approval or disapproval remains in efli::ct until the customer
revokes or limits such approval or disapproval.



• Records of approvals are nminl~ined lor at least one year.
• Xpanee provides individual notice to customers when soliciting approval

to usc, disclose, or permit access to CPNL
.. The content ofXpance\ CPNI notices comply with FCC ruk 64.2008 (c),

8, Xpanec has implemented a system to obtain approval and informed consent from its
customers prior to the use or CPNl for marketingpurposes, This system allows
li)r the status of a customer's ePNI approval to he clearly cstablished prior to the
usc ofCPNI.

9, Xpance has a supervisory review process regarding compliance with the CPNI rules till'
outbound marketing situations and will maintain compliance records lor at least one year.
Specillcally, Xpan{;e's sales personnel will obtain express approval of any proposed
outbound marketing request for customcr approval of the usc of CPNI by The Gcncral
Counsel ofXpancc,

10, Xpanec notifies customers immediately of any account changes, including address of
rCGord. authentication) online accouni Wid pass\vord related cilange~,

11. Xpanee may negotiate alternative authentiention procedmes for services that Xpance
provides to business customers that have a dedicatcd account reprcsentative and a
contract that specifically addresses Xpance's protection ofePNl.

12, Xpance is prepared to provide written notice within live business days to thc FCC of any
instance where the opt-in mechanisms do not work properly to such a degree that
consurnt:r" s inability t.o (}p1~in is nlorc than an ano.maly.



Annual 47 C.F.R § 64.2009(<::) CJ>NI Certification
!.; 13 f)ockct 06-36

Annual 64.2009(c) CPNI CertiGeate i<)!' 2011

Dale Filed: ~r{'lJf?lJI _
Name of eompany(s) covered by this certification: Xpancc Broadband, LTD

Form 499 Filer ID: 825916

Name of signatory: Daniel A Wickware

Title of signatory: President

L Daniel A Wickware. cenify that I am an ofl1eer of the company named above. and
acting as agent (Jfthe conlpallY~_ that 1 hnv(: persol1o:d kno\vkdgc that tht: company has t:stablished
operating procedures that are adequate to ensure compliance with thc Commission's CPNI rules.
See 47 ('.FR. § 64.2001 el seq.

Attached to this certification is an accompanying statemcnt explaining how the
company's procedures ensure the company is in compliance with the requirements set li)rth in
section 64.200 I I!I seq. of the Commission's rules,

The company has not taken any actions (proceedings instituted or pelitions filed by any
COlllpany at either state c0l11missions. the court system. or at [he COtTI!l1ission against date
brokers) against data brokers in the past year. The steps the Company has taken to protect CPNI
include updating its CPNI practices and procedures and conducting flew training designated to
ensure compliance with thc FCC's modified CPNI rules.

The company has not received any customer complaints in the past ycar concerning the
unauthorized release of' ePNL


